4565: Computing Foundations for a Digital Age
Unit 2
Day 9 Lesson Plan: Review & Post-Test

Objective
Students will review key vocabulary and concepts related to cybersecurity, privacy, and
emerging technologies, and demonstrate their understanding through a post-test and reflection.

Activities

Review Game — Cybersecurity Jeopardy or Kahoot!

List of Questions

Play as a class using teams or individual participation.

Use categories based on vocabulary, cyber threats, privacy vs. security, emerging tech,
and OS safety settings.

Optional: Use https://buzzin.live for students to “buzz in” with answers.

Post-Test Assessment

e Students complete a short assessment (10—15 questions) covering:

o Vocabulary: phishing, privacy, ransomware, firewall, etc.
o Scenario application (e.g., What type of threat is this?)
o OS settings and responsible digital behavior

Exit Reflection
e Prompt students to respond to the following:

[J What’s one thing you learned that you'll use in your digital life?
[(J What would you teach a younger sibling or friend about staying safe online?
[CJ What's one topic you still have questions about?

Word Bytes Dictionary Update

Encourage students to revisit their dictionary and highlight or star the words they now feel
confident using in conversation or writing.

Suggest a short “quiz yourself” with a partner to prepare for the final unit assessment.

? PURDUE Department of Computer Science

UNIVERSITY


https://jeopardylabs.com/play/computer-science-984
https://docs.google.com/document/d/12a8gka1fWDidvDh2ITpja9k6iWtZMgOL0gZFs513_50/copy
https://buzzin.live
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